Pring__ ¢ Click & Collect Printing Moy
| @ Abbeyleix Library |

Instructions

Step 1 Email your document to the appropriate address. Make sure that the subject line is not blank, if it is
add a short text, e.g. "Email Print".

Or share your document with the PrinterOn Mobile App, where you can find the printer by Location search.

Alternatively, browse the "PrinterOn PrintSpots Directory" to upload your document from a laptop or PC.

Step 2 Check your email, or the Print History in the PrinterOn App, for a Release Code (can take 5 - 10
minutes to process).

Step 3 To retrieve your document at the PrintStation, enter the 6-digit Release Code and make payment
when prompted.

Cash and Card Payment (incl. Contactless) now Accepted!

Type Email Address Price per Page
A4 Black-White abbeyleix.bw@printspots.com €0.20
A4 Colour abbeyleix.colour@printspots.com €1.00
A3 Black-White abbeyleix.bw.a3@printspots.com €0.40
A3 Colour abbeyleix.colour.a3@printspots.com €2.00
NOTES:

— PRIVACY RELEASE CODES: You receive separate codes for the email message and each attached document.

— ATTACHING DOCUMENTS: Make sure to choose the "Send a Copy" (or similar) option to send your document
as an Attachment, rather than a shared Link. Sending a Link to the document will not work. Also you must ensure
that the email subject line is different to the attached document name, so that you can distinguish the returned
codes.

— SUPPORTED FORMATS: The following file formats are supported: Word, Excel, Powerpoint, Adobe PDF,
Graphics — PNG, JPEG, BMP, GIF, TIFF. For other formats, we recommend converting to PDF first.

— PASSWORD PROTECTED DOCUMENTS: These can only be submitted using the PrinterOn App (after opening
with required password). Printing via Email or Web upload is not supported.

— TIME LIMIT: You have up to 3 days (72 hours) to retrieve your document, and can reprint up to 10 times, within
1 hour.

— DATA PROTECTION: See overleaf, or refer to www.printcopyandgo.com — Contact Us — Data Protection

Customer Service Freephone: 1800 818 989 Email: support@surfbox.ie Ormonde Technologies Ltd. T/A Surfbox©
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Data Protection Statement .

Introduction

Ormonde Technologies (SurfBox) Lid (the "Company’) needs to colizct user dats (information) for limited purposes
from & Custormner (the 'Customer”) using its services in public libraries, shopping centres, sirports, hotels and other
publiz wenues {the "Location Provider’) hosting its services. The purposs of processing user data is for the delivery of
internat, print and copy services at thesa venues. Data Protection is the safeguarding of the privacy rights of
individuals im relstion to the processing of user data.

Thiz is a statement of the Company’s commitment to protect the rights and privacy of individuals in accordance with
thie General Data Protection Regulation (GOFR).

Data Protection Principles

The Company will administer its responsibiliies under the regulation in sccordance with the stated data protection
principles as folows:

1. Obtain and process information fairly)

The Company will obtein and process user data faifdy and in accordance with the fulfilment of its functions. The user
dats cbtaimed during the fulfilment of its functions are as follows:

# Printing: Individual's docurnents submitted for print purposes. Addifionally, the individual's email address is
required to be submitted for the purpose of submission of print jobs wia email.

# Scanning !/ Copying: Individual's documents obtsined for scanning purposes. Additionally, individual's email
is required to be submitted for the purpose of scanning docurment to email.

# Public Internet & PC Access: The company does not obtain amy user dats in the provision of public internet
& PC gcocess sanvices. Mo usernames, email sddresses or passwords are reguired to use these senvices.

2. Keep it only for one or more specified, explicit and lawful purposes

The Company will keep data for purposas gutlined in the previous section that are specific, lawful and cleary stated
and the date will only be processed in & manner compeatible with these purposes. The Company will not retsin or
disclose user data for any purpose other than for delivery of its services.

3. Keep if 5afe and secure

The Company will take sppropriate security measures against unauthorised sccess to, or alteration, disclosure or
destruction of, the data and ageinst their accidental loss or destruction. The Company is awsere that high standards of
sacurity are essential for all personal information.

4. Retain if for no longer than is necessary for the purpose or purposes

The Company will only retain data for the duration of i#s service delfivery and for any support purposes relating to the
sarvices. Specifically, data is retsined termporarily for the purposes outlined in Section 1 as follows:

# Printing: Jobs submitted for printing are retained im electronic format for printing purposes wp fo & maximum
of three days. Print jobs cannot be exported or duplicated for printing or viewing elsewhere. Physical print
copies can only be obiasined by the user by means of 8 one-time FIM code that has been returned fo their
email address.

# Scanning / Copying: Documents obtamed for scanning or copying purposes are stored in a temporary folder
for the durstion of the user's session. They are permanently deleted at the end of the session.

# Public Internet & PC Access: Documents may be downloaded during user 5855i0n5.40 public intermnet
devices. These can be used for viewing, editing and printing purposes, but these documents are permanently
deleted at the end of each user session.

Company Responsibilities

The Company hes oversll responsibility for ensuring compliance with the Data Protection regulation. Howewer, all
employees of the Company who collect and'or control the contents and use of user data are slso responsible for
compliznce with the Data Protection regulation. The Company will provide support, assistance. advice and training to
gll staff to ensure it s in a position to comply with the legislation. The Company has appointad & Data Protecton
Officer who will assist the Company and its staff in complying with the Data Protection legislation.

Customer Responsibilities

The Customer raest take care to collect sll documents at the end of their session, and to werify that such documents (printed,
scannsd, etoc.) obtained frorm their use of the Company's services, are solely their own property. On poccasion other docurnents
may be obtained, which are the property of other Custorners, either throwgh systern or wser emor, or other fault In such instances
the Location Provider staff and ( or the Company must be notfied immedistely. All such documents must be securely dispased of,
Al such incidents will b= investigated by the Cormpany's Customer Service team.

Al sy=tem fauls (e.g. no document recenved, paper out, paper jam, etc. ) must be reported to the Location Provider staff and | or the
Company for intervention. All docurments obtzined upon resolution of swch faults when the Customner is not present. mus: be
securshy disposed of, undess otherwise agreed with the Customer.
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